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Updating Corporate and Cybersecurity Practices To Satisfy the SEC’s Final Cybersecurity Disclosure Rules:
Assessing Materiality of Cybersecurity Incidents

In the wake of the SEC's new rule requiring prompt disclosure of cybersecurity incidents, incident response (IR)
teams have asked how they should modify IR plans to promote compliance with the new rule. 

We have summarized the SEC's new rules here and discussed some of the nuances of materiality determinations
here. In a separate article, we provide a detailed breakdown of how the new reporting rule affects IR teams and
how covered companies can organize IR plans to incorporate timely materiality assessments and disclosures
when necessary.
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