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SEC Proposes New Cybersecurity Disclosure Rules on Incident
Reporting, Risk Management, Strategy, and Governance

 

The U.S. Securities and Exchange Commission proposed rules that will require public disclosure not only of
cybersecurity incidents, but also of aspects of public companies' preparedness for cyber threats. The proposed
rules set a short time frame for reporting "material" compromises, and the rules do not provide for delayed
disclosure at the request of law enforcement or other investigators.

The comment period for the proposed rules ends on May 9, 2022.
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Perkins on Privacy keeps you informed about the latest developments in privacy and data security law. Our
insights are provided by Perkins Coie's Privacy & Security practice, recognized by Chambers as a leading firm
in the field. 
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